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**Use Case:** User manages user profiles

**Id:** UC - 013

**Description:**

User wishes to modify, create, or delete an account on the ATS system.

**Level:** User Goal

**Primary Actor**  
System Administrator

**Supporting Actors**

Data Administrator

**Stakeholders and Interests**

Data Analyst: Interested in accessing the UI through an authorized account.

System Administrator: Interested in modifying or creating a user account.

**Pre-Conditions**

1. System Administrator is logged into the user interface.
2. The web hosted user interface is available to log into.

**Post Conditions**

Success end condition:

1. Modifications to an account are successful.

Failure end condition:

1. Account changes are not committed.

Minimal Guarantee:

1. The system is accessible regardless of changes.

**Trigger**

1. Changes to a user profile are required.

**Main Success Scenario TODO**

1. System Administrator navigates to the manage accounts page on the user interface
2. System Administrator modifies/creates/deletes a profile.
   1. Creates a profile
      1. System admin clicks the “Create Account” button.
      2. Information about the new account is entered into relevant input boxes.
      3. System admin clicks create account.
   2. Modify profile
      1. System admin clicks “Modify Existing Profile” button.
      2. Account name is entered and the information to be changed is entered into input boxes.
      3. System admin clicks confirm button.
   3. Delete profile
      1. System admin clicks the “Delete Account” button.
      2. Account name is provided in the input box.
      3. System admin clicks delete account button.
      4. System admin clicks an extra layer of certainty “are you sure” button.

**Extensions**

2aiii) A field is incorrectly entered(such as password) and must be correctly imputed.

2biii) A field is incorrectly entered(such as password) and must be correctly imputed.

2ciii) User does not exist.

**Frequency:**

On demand

**Assumptions**

1. The UI provides an intuitive understanding of how to add, remove, and edit user profiles.

**Special Requirements**

**Security**

1. Access to IONOS hosted user interface with valid credentials

**Change Logs**

1. Changes made to user profiles via UI must be logged.

**Issues**

1. User profiles don't update correctly.
2. Connection to web host fails